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Phishing Email



Sources : 1. PhishMe’s Enterprise Phishing Susceptibility and Resiliency Report 2016 2. CyberArk’s Global Advanced Threat Landscape Report 2018

56%
of IT professionals named 
targeted phishing as a top 
security threat2

of cyberattacks start 
with phishing emails1 

91%

Did you know ?

https://cofense.com/enterprise-phishing-susceptibility-report/
https://www.cyberark.com/resource/cyberark-global-advanced-threat-landscape-report-2018/


Attackers masquerade as a trusted person or entity to trick recipients into providing sensitive 
information or downloading malware

Legal implications from 
leaking sensitive information

Disrupt business operations 
from downloading malware

Financial loss from revealing 
banking details to attackers

Business executives

ATTACK

DANGER

WHO SHOULD BE WORRIED



Awareness  Training 
Conduct regular drills to raise 
awareness across the entire 
organisation

CEO Fraud Email
Protection 
User and domain impersonation 
controls to prevent abuse

Product  
Recommendations  
Understand the business and IT 
environment to recommend 
appropriate security products, 
including Multi-Factor 
Authentication and Threat 
Isolation

JOS helps safeguard your business with



To protect your business from cyberattacks,  
contact us:  connect@jos.com


