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What is RMiT

Risk Management in 
Technology (RMiT) is a 
set of policies and 
guidance issued by Bank 
Negara Malaysia for local 
financial institutions to 
manage technology risk

The policy document 
comes into effect on 

1 January

2020



Do you know, to comply with RMiT, 

financial institutions must

Designate a CISO responsible 
for technology risk management 
function

Record and maintain user activity 
logs in critical system for at least 
three years to support audit and 
review in a timely manner

AND MUCH MORE



How can JOS help?

Vulnerability
Risk Assessment (VRA)
Work with CISOs to review IT 
governance and compliance 
posture to offer best practice 
for risk management and 
design cyber resiliency 
measures

RMiT Compliance Solution
Recommend and implement 
appropriate solutions, like 
Multi-Factor Authentication 
(MFA), Privilege Access 
Management (PAM) and Patch 
Management, to comply with 
security and compliance policies

Awareness Training
Conduct regular drills and 
workshops to raise 
awareness across the entire 
organization, from board 
members to contract staff



To get ahead in RMiT,

contact us: 
my-enquiry@jos.com


